'Foxearth & Liston Parish Council

Data Protection Policy

Version 1.0 - 10 August 2011

This policy has been designed in order that the Council may meet its obligations under the Data
Protection Act 2008 and in order to avoid the necessity for individual parish councillors to register
under data protection legislation.

1 Receipt of Written Communication

The Council is under an obligation to consider written communication it receives from any third
party and undertake such action as it deems commensurate.

A written communication will be deemed to have been received by the Council and in consequence
will therefore become subject to this policy where the said communication contains sufficient
information to identify a person and :

a) is in the form of an email where the email address domain of at least one recipient is
"@foxearthandliston-pc.org".

b) is in the form of an email where the recipient's email address is the private address of a
councillor and/or which address includes the name of the Council and/or the salutation
"Councillor" or any of its derivatives and/or where the content of the communication
references or implicates the Council in any material or substantive way.

¢) is in the form of a hardcopy and is addressed to the Council and/or the clerk at the clerk's
address.

d) is in the form of a hardcopy and is addressed to a councillor at his/her private address and/or
which address includes the name of the Council and/or the salutation "Councillor" or any of
its derivatives and/or where the content of the communication references or implicates the
Council in any material or substantive way.

2 Obligation to Forward Communications

Councillors must forward all communications received by them that meets the criteria give in
paragraph 1 items b) & d) to the clerk without undue delay and must destroy without delay all
copies thereof both in hardcopy and electronic form except as allowed for in paragraph 5.

3 Confidentiality

Councillors shall be bound by Standing Order 24 (Confidentiality) in respect of any communication
received or held by them that meets the criteria above and which communication is subject to
relevant data protection legislation and this policy.
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